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(57) ABSTRACT

A system and a method for secure data communication over
a network are described. In one embodiment, a method
comprises generating a visual flashing code containing
encrypted data, wherein the visual flashing code is trans-
mitted to a user on a user device. Further, the method
comprises obtaining real time biometric data of the user
from at least one biometric device connected to the user
device. Furthermore, the method comprises authenticating
the user based on the real time biometric data. Upon
authentication, the encrypted data is decrypted at the user
device based on electroencephalogram (EEG) data obtained
from an EEG device, wherein the EEG data comprises brain
signals indicative of brain activity of the user corresponding
to the visual flashing code.

20 Claims, 5 Drawing Sheets

e -
NETWORK i o
) O
I s
Sy o
“ It

]t

L

/ 1040
> \ Py,

Decoume Movue

VISUAL SIGNAL VISUAL BIGhAL DECODING VisUsL SIBNAL DECODING
SOULE MODULE

1101

110N




US 9,473,493 B2
Page 2

(56) References Cited

OTHER PUBLICATIONS

Palaniappan, Ramaswamy, et al., “PIN Generation Using Single
Channel EEG Biometric”, In: Networked Digital Technologies, A.
Abraham, et al. (Editors), Springer-Verlag Berlin Heidelberg, Ber-
lin, Germany, (2011), 378-385.

Rathgeb, Christian, et al., “A survey on biometric cryptosystems
and cancelable biometrics”, EURASIP Journal on Information
Security, vol. 2011, No. 1, (2011), 25 pgs.

Ravi, K. V. R, et al., “Data encryption using event-related brain
signals”, International Conference on Computational Intelligence
and Multimedia Applications (ICCIMA 2007), (2007), 540-544.

* cited by examiner



U.S. Patent Oct. 18, 2016 Sheet 1 of 5 US 9,473,493 B2

100 \

VISUAL SIGNAL
GENERATION MODULE
108

.«v
NETWORK
108

104-1 P
N

\v

VISUAL SIGNAL ViSUAL SIGNAL DECODING VISUAL SIGNAL DECODING
Deconing MODULE MODuULE MoouLe
110-1 110-2 110-N

Fig. 1



U.S. Patent

Oct. 18, 2016

Sheet 2 of 5

100 ™

US 9,473,493 B2

LAt

AUTHENTICATION SERVER 102

I
E SERVER PROCESSOR(S]
; 230

‘
i
i
i
i
L

234

SERVER [INTERFACE(S)

SERVER MEMORY 232

SERVER MODULE(S) 236

5,

] OTHER MODULE 248

SERVER DATA 238

{ VisUaL FLASHING CODE 240

PRE-STORED BIOMETRIC DATA 244

[ USER DATA 248

OTHER DATA 250

UseR DeVCE 104

DEVICE PROCESSOR(3) DEVICE INTERFACE(S)

|

\
{

DEVICE DATA 210

FEAL TIVE BIOMETRIC DATA 212

DECODING DATA 214

OTHER DATA 21

Fig. 2(a)




U.S. Patent Oct. 18, 2016 Sheet 3 of 5 US 9,473,493 B2

240

240 '\\ 240 '\\




U.S. Patent Oct. 18, 2016 Sheet 4 of 5 US 9,473,493 B2

/— 300

GENERATING A VISUAL FLASHING CODE CONTAINING ENCRYPTED DATA,
WHEREIN THE VISUAL FLASHING CODE IS TRANSMITTED TO A USER DEVICE

I [

[ RECEIVING REAL TIME BIOMETRIC DATA FROM THE USER DEVICE FOR

AUTHENTICATING A USER

'

AUTHENTICATING THE USER BASED ON THE REAL TIME BIOMETRIC DATA

I /

[ALLOW! NG THE USER DEVICE TO DECRYPT THE ENCRYPTED DATA CONTAINED IN

THE VISUAL FLASHING CODE BASED ON AUTHENTICATION




U.S. Patent Oct. 18, 2016 Sheet 5 of 5 US 9,473,493 B2

[ 400

/- 402

OBTAINING A VISUAL FLASHING CODE CONTAINING ENCRYPTED DATA

l I

DECRYPTING THE ENCRYPTED DATA BASED ON EEG DATA RECEIVED FROM AN
EES pEVICE

l [%

DISPLAYING DECRYPTED DATA TO A USER




US 9,473,493 B2

1
SECURE DATA COMMUNICATION

TECHNICAL FIELD

The present subject matter relates, in general to, data
security and, in particular to, a system and a method for
secure data communication over a network.

BACKGROUND

With the advancement in technology, several methods of
data communication over a network, such as the Internet,
have come into existence. To make the data communication
between two parties, i.e., a sender and a receiver secure, it
needs to be ensured that access to the data being commu-
nicated is limited to the two parties only. In other words, the
privacy of the sender and receiver needs to be maintained.
The importance of privacy is even more when communica-
tion involves transmission of data that is sensitive to either
or both the parties. Data sent over communication channels,
such as a physical wire, radio, and laser is susceptible to be
tapped and misused.

Several measures have been developed to ensure secure
communication of data. The requirement of any data com-
munication system is that the data is sent to or received by
only the intended recipient. The requirement for secure
communication may be achieved by means of an authenti-
cation system which allows access of data only after authen-
ticating the recipient. Further, when data is transmitted over
Internet other security risks also exist. For example, the data
being intercepted by a third party also poses threat to secure
communication.

Conventionally, encryption techniques are employed to
overcome such risks. Encryption of data involves encoding
the data, using a code, at the sender’s end. A corresponding
code is made available to the intended recipients in order to
decrypt the data at the receiver’s end. This ensures that the
data can be accessed only by the intended parties and not by
any third party. Though several encryption techniques are
conventionally known, the conventional techniques are
often subject to various shortcomings. For example, some
conventional techniques may be very complicated and con-
sume a lot or resources in their implementation. Also, some
existing techniques may be susceptible to attack by fraudu-
lent entities.

SUMMARY

This summary is provided to introduce concepts related to
a secure data communication over the network and these
concepts are further described below in the detailed descrip-
tion. This summary is not intended to identify essential
features of the claimed subject matter nor is it intended for
use in determining or limiting the scope of the claimed
subject matter.

In one embodiment, a method for secure data communi-
cation over a network comprises generating a visual flashing
code containing encrypted data, wherein the visual flashing
code is transmitted to a user on a user device. Further, the
method comprises obtaining real time biometric data of the
user from at least one biometric device connected to the user
device. Furthermore, the method comprises authenticating
the user based on the real time biometric data. Upon
authentication, the encrypted data is decrypted at the user
device based on electroencephalogram (EEG) data obtained
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from an EEG device, wherein the EEG data.comprises brain
signals indicative of brain activity of the user corresponding
to the visual flashing code.

BRIEF DESCRIPTION OF THE DRAWINGS

The detailed description is described with reference to the
accompanying figures. In the figures, the left-most digit(s) of
a reference number identifies the figure in which the refer-
ence number first appears. The same numbers are used
throughout the figures to reference like features and com-
ponents.

FIG. 1 illustrates a secure data communication system, in
accordance with an embodiment of the present subject
matter.

FIG. 2aq illustrates components of the secure data com-
munication system, according to an embodiment of the
present subject matter.

FIGS. 2(b)-2(d) illustrate examples of a visual flashing
code, according to an embodiment of the present subject
matter.

FIGS. 3-4 illustrate a method for secure data communi-
cation over a network, accordance to another embodiment of
the present subject matter.

DETAILED DESCRIPTION

Secure data communication over a network, such as an
Internet, is one of the most important issues in many
businesses and industries. With the advent of technology,
large volume of data is transmitted over the networks. Some
data can be of sensitive nature, for example, private data of
a user. Transmission of such data needs to be made secure
such that misuse of the sensitive data is avoided. Conven-
tional methods of the secure data communication over a
network involve authentication, and/or encryption/decryp-
tion of the data.

The authentication process is used to validate identity of
a user in order to ensure that the data is being accessed by
the intended user. In certain scenarios, it is of crucial
importance that only authorized person access the data. For
example, in research facilities and government institutions
only authorized person have access to the data, as the data
involved therein is very sensitive and should not get into the
hands of an unintended user. Therefore, a system to authen-
ticate the user is required. A usual method of authentication
is achieved by means of login credentials.

Further, in order to ensure that sensitive data, which may
include personal information, and password pertaining to the
user, is accessed only by the intended user and not inter-
cepted by a fraudulent third party while transmission
through the network, an encryption system is employed.
Typical encryption systems based on public-private key has
weaknesses, such as the public key is susceptible to brute
force attack or the private key could be accidently exposed
to a third party.

In certain cases, a combination of both key-based encryp-
tion and login-based authentication are employed. For
example, the data is encrypted using the key-based encryp-
tion techniques at a data server and access to the data server
is restricted using passwords and/or certificates. However,
such a conventional system fails to protect the communica-
tion path during the transmission. For example, once the
encrypted data was sent out from a sender, the encrypted
data may be hacked or altered before reaching the recipient,
and after a user is allowed access to the data exchange server
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and starts downloading or uploading data, the data may be
intercepted, eavesdropped, or filtered to hack the informa-
tion contained therein.

One example of application of secure data communication
is in electronic transactions, such as on-line shopping and
on-line banking, where a user is initially authenticated and
authorized using the username and password to log on to a
secured site. During such electronic transactions, a disguised
user may log on to access the secured site, or the user may
be led to an unintended site which tries to obtain personal
information from the user. However, the conventional secu-
rity system that are employed in a banking industry or
e-commerce industry are not reliable in confirming that the
identity of the user is still the same authenticated user, and
that the server is still the same server. One way of confirming
identity of the user which is employed by the banking
industry, in the past few years, is transmitting a one time
password (OTP) to the user on an external device, such as
a mobile phone of the user that is registered with the online
banking system. In such cases where authentication is based
on the external devices, the security of the external device is
also an issue, for example, the disguised user can make the
net transaction, if that user has access to that external device
of the authorized user.

In accordance with the present subject matter, a system
and a method for secure data communication over the
network in order to protect against data theft, or manipula-
tion has been described. The method, according to one
embodiment, includes encrypting the sensitive data to gen-
erate a visual flashing code at sender’s end, transmitting the
visual flashing code to the receiver, and decrypting the
sensitive data at receiver’s end, to ensure secure exchange of
data between the sender such as a server, and the receiver
such as a user. The system and the method can be imple-
mented in a variety of communication devices, such as
mobile phones, smart phones, personal digital assistants
(PDAs), laptops, desktops, and the like. Although the
description herein is with reference to certain devices, the
system and method may be implemented in other devices,
albeit with a few variations, as will be understood by a
person skilled in the art.

In one implementation, sensitive data is encrypted at the
server end, and transmitted in the form of a visual flashing
code to a user device, such as mobile phone, PDA’s, and
computer, which may have requested the server for the
sensitive data. The sensitive data may include any confiden-
tial data, including but not limited to, passwords and other
business transaction related details. Although, the descrip-
tion herein is explained with respect to sensitive data, it will
be appreciated by a person skilled in the art that any data
other than the sensitive data can be encrypted and transmit-
ted to the user device.

A visual flashing code may be understood as a visual
stimulus flickering/flashing at different frequency levels.
Such a visual flashing code can be generated in a predefined
pattern, for example, a checkerboard pattern, black and
white stripes pattern and an alpha-numeric keyboard pattern
in a single color or a combination of different colors. The
checkerboard pattern may be of a single or more than single
checkerboard of same size or of different size. The back and
white stripes pattern include a plurality of alternate black
and white stripes. The alpha-numeric keyboard pattern gen-
erated may flicker at corresponding character or key for a
predefined time interval. In one implementation, the visual
flashing code is generated using any conventionally known
visual flashing code generation method. The generation of
visual flashing code may depend on various factors like the
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time of request/access, interval of request/access, and so on.
The visual flashing code can be multi mode modulated in
which a stimuli can contain one or more frequency in
addition to the encrypted sensitive data. The transmitted
visual flashing code can be displayed to the user on the user
device.

In one implementation, an electroencephalogram (EEG)
device for capturing the brain activity of a user, and one or
more biometric devices for capturing physical and/or behav-
ioral traits of a user, are employed at the user end for
accomplishing secure data communication. In one imple-
mentation, the biometric devices, such as a fingerprint
device, an Electrocardiogram (ECG) device, and/or a retina
scanning device, can be used to obtain physical and/or
behavioral traits, such as finger prints, heartbeats, and/or eye
structures of the user based on which the user is authenti-
cated, and the EEG device is used for capturing brain
activity of the user, corresponding to the visual flashing
code, viewing the visual flashing code based on which the
sensitive data contained in the visual flashing code is
decrypted. In one implementation, the decryption is carried
out when the user is authenticated. The manner in which the
authentication and decryption takes place is described
henceforth.

A real time biometric data containing physical and/or
behavioural traits of the user measured by the biometric
device(s) is received from the user device, and transmitted
to the server for authentication of the user. At the server, the
authentication is performed based on comparing the real
time biometric data with pre-stored biometric data of the
user. Based on the comparison, the server may determine the
user to be an authentic user who may be allowed to decrypt
the encrypted sensitive data contained in the visual flashing
code.

The decryption, as indicated herein, is performed based
on EEG data containing signals indicative of the measured
brain activity of the user, as obtained from the EEG device.
The EEG data is processed at the user device and interpreted
using a look-up table pre-stored within the local memory of
the user device to decrypt the sensitive data. In one imple-
mentation, processing of the EEG data may include feature
extraction, which can be performed using a conventionally
known feature extraction technique.

Subsequent to decryption, the sensitive data can be dis-
played on the user device. In applications, such as online
banking, e-commerce sites, where the sensitive data may be
passwords or debit/credit card details, the decrypted sensi-
tive data is not displayed to the user, rather the user can be
automatically logged in subsequent to the decryption,
thereby allowing the user to carry out the transactions.

The system and the method, thus, utilize a combination of
the EEG and the biometrics for providing secure data
communication between the server and the user over the
network. According to the present subject matter, even if the
sensitive data reaches the hands of an intruder or a hacker,
the sensitive data would not be made accessible to user until
identity of the user is validated based on biometric based
authentication, and decryption is carried out based on the
EEG. The system and the method, therefore, provide two
layers of protection or security to the sensitive data being
transmitted over the network. Additional layers of security,
for example, login-credentials based authentication and
other similar authentication of data security techniques
known to a person skilled in the art can also be implemented.

The manner in which secure data communication is
carried out is explained further in conjunction with FIGS.
1-4. While aspects of systems and methods may be imple-
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mented in any number of different computing systems,
environments, and/or configurations, the embodiments are
described in the context of the following exemplary system
architecture(s).

FIG. 1 illustrates a secure data communication system
100, in accordance with an embodiment of the present
subject matter. The secure data communication system 100
(hereinafter referred to as a system 100) comprises a plu-
rality of user devices 104-1, 104-2, . . . 104-N connected to
an authentication server 102, through a network 106. The
user devices 104-1, 104-2, . . . 104-N is collectively referred
to as the user devices 104 and individually referred to as a
user device 104. The user devices 104 and the authentication
server 102 may be implemented as any of a variety of
conventional computing devices, including, for example,
servers, a desktop PC, a notebook or portable computer, a
workstation, a mainframe computer, and an internet appli-
ance. In one implementation, a plurality of users may use the
user devices 104 to communicate with the authentication
server 102.

The user devices 104 are connected to the authentication
server 102 over the network 106 through one or more
communication links. The communication links between the
user devices 104 and the authentication server 102 are
enabled through a desired form of communication, for
example, via dial up, modem connections, cable links,
digital subscriber lines (DSL), wireless or satellite links, or
any other suitable form of communication.

The network 106 may be a wireless network, a wired
network, or a combination thereof. The network 106 can also
be an individual network or a collection of many such
individual networks, interconnected with each other and
functioning as a single large network, e.g., the Internet or
Intranet. The network 106 can be implemented as one of the
different types of networks, such as intranet, local area
network (LAN), wide area network (WAN), the internet, and
such. The network 106 may either be a dedicated network or
a shared network, which represents an association of the
different types of networks that use a variety of protocols,
for example, Hypertext Transter Protocol (HTTP), Trans-
mission Control Protocol/Internet Protocol (TCP/IP), etc., to
communicate with each other. Further, the network 106 may
include network devices, such as network switches, hubs,
routers, Host Bus Adapters (HBAs), for providing a link
between the user devices 104 and the authentication server
102. The network devices within the network 106 may
interact with the user devices 104 and the authentication
server 102 through the communication links.

In one implementation, the authentication server 102
(interchangeably referred to as server) may be a central
authentication server of a banking industry transmitting
sensitive data, such as one time passwords, etc., to the user
devices 104, over the network 106. The users, such as
customers and banking officials may interact through the
user devices 104 with the authentication server 102. The
authentication server 102 may be associated with a central
repository (not shown in the FIG. 1), via the network 106,
for storing sensitive data, pre-stored biometric data of the
users, and the like. In one implementation, the central
repository can be implemented as an internal repository
within the authentication server 102.

According to the present subject matter, the authentication
server 102 includes a visual signal generation module 108
configured to generate a visual flashing code based on
encrypting the sensitive data to be transmitted to the user.
The visual flashing code as described earlier is like a visual
stimulus flickering/flashing at varied frequency levels.
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Once generated, the visual signal generation module 108
transmits the visual flashing code to the user device 104,
through the network 106. When the visual flashing code is
received at the user device 104, a user viewing the visual
flashing code plugs-in an EEG device and the biometric
device(s) to the user device 104. The biometric device(s)
obtains real-time biometric data of the user. For example, a
fingerprint sensor obtains the fingerprints of the user. Fur-
ther, the EEG device measures the brain activity of the user
viewing the visual flashing code.

The real-time biometric data is received by the authenti-
cation server 102 based on which identity of the user is
validated. To validate the identity, the authentication server
102 compares the real-time biometric data with the pre-
stored biometric data of the user stored within the repository
associated with the authentication server 102. If the com-
parison indicates a successful match, the user is authenti-
cated. Subsequently, the authentication server 102 allows the
user to decrypt the sensitive data contained in the visual
flashing code.

In one implementation, the user device 104, includes, a
visual signal decoding module 110 configured to decrypt the
encrypted sensitive data contained in the visual flashing
code. The visual signal decoding module 110, for example,
receives brain signals contained in the EEG data, and
interprets the brain signals based on a look-up table stored
within the local memory of the user device 104. The brain
signals may include frequency levels corresponding to
which maximum amplitude are generated. The visual signal
decoding module 110 receives such frequency levels and
compares the same with the look-up table containing a list
of frequency values corresponding to alphanumeric charac-
ters. An exemplary look up table is provided below.

TABLE 1
Frequency in Hz Action
3 X
6 X
7 1

As shown in the table 1, the frequency level 3 Hz
corresponds to alphabet “X”, frequency level 6 Hz corre-
sponds to alphabet “x”, and frequency level 7 Hz corre-
sponds to numeral “1”, resulting in a decrypted sensitive
data “Xx1”. In one implementation, the visual signal decod-
ing module 110 displays the decrypted sensitive data to the
user.

FIG. 2(a) illustrates components of the secure data com-
munication system 100, according to an embodiment of the
present subject matter.

As shown in the figure, the secure data communication
system 100 comprises an authentication server 102 con-
nected to a user device 104 over a network, such as an
internet. In said embodiment, the user device 104 includes
one or more device processor(s) 202, a device memory 204
coupled to the device processor 202, and device interface(s)
206. The authentication server 102 includes one or more
server processor(s) 230, a server memory 232 coupled to the
server processor 230, and server interface(s) 234.

The device processor 202 and the server processor 230
can be a single processing unit or a number of units, all of
which could include multiple computing units. The device
processor 202 and the server processor 230 may be imple-
mented as one or more microprocessors, microcomputers,
microcontrollers, digital signal processors, central process-
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ing units, state machines, logic circuitries, and/or any
devices that manipulate signals based on operational instruc-
tions. Among other capabilities, the device processor 202
and the server processor 230 are configured to fetch and
execute computer-readable instructions and data stored in
the device memory 204 and the server memory 232 respec-
tively.

The device interfaces 206 and the server interfaces 234
may include a variety of software and hardware interfaces,
for example, interface for peripheral device(s), such as a
keyboard, a mouse, an external memory, a printer, etc.
Further, the device interfaces 206 and the server interfaces
234 may enable the device 104 and the authentication server
102 to communicate with other computing devices, such as
web servers and external databases. The device interfaces
206 and the server interfaces 234 may facilitate multiple
communications within a wide variety of protocols and
networks, such as a network, including wired networks, e.g.,
LAN, cable, etc,, and wireless networks, e.g., WLAN,
cellular, satellite, etc. The device interfaces 206 and the
server interfaces 234 may include one or more ports to allow
communication between the user device 104 and the authen-
tication server 102.

The device memory 204 and the server memory 232 may
include any computer-readable medium known in the art
including, for example, volatile memory, such as static
random access memory (SRAM) and dynamic random
access memory (DRAM), and/or non-volatile memory, such
as read only memory (ROM), erasable programmable ROM,
flash memories, hard disks, optical disks, and magnetic
tapes. The device memory 204 further includes device
module(s) 208 and device data 210, and the server memory
232 further includes server module(s) 236 and server data
238.

The device modules 208 and the server modules 236
include routines, programs, objects, components, data struc-
tures, etc., which perform particular tasks or implement
particular abstract data types. In one implementation, the
device module(s) 208 include the visual signal decoding
module 110 and device other module(s) 216. In said imple-
mentation, the server module(s) 236 include the visual
signal generation module 108, a comparison module 242,
and the server other module(s) 248. The device other
module(s) 216 and the server other module(s) 248 may
include programs or coded instructions that supplement
applications and functions, for example, programs in the
operating system of the user device 104 and the authenti-
cation server 102.

The device data 210 and the server data 238, amongst
other things, serves as repositories for storing data pro-
cessed, received, and generated by one or more of the device
module(s) 208 and the server module(s) 236. The device
data 210 includes real time biometric data 212, decoding
data 214, and device other data 218. The server data 238
includes visual flashing code 240, pre-stored biometric data
244, user data 246, and server other data 250. The device
other data 218 and the server other data 250 includes data
generated as a result of the execution of one or more
modules in the device other module(s) 216 and the server
other modules 248.

According to the present subject matter, the authentication
server 102 may be connected to the user device 104 as soon
as a user access an application associated with the authen-
tication server 102. Taking an example of an online banking,
when a user access an online banking website through the
user device 104, connectivity between the authentication
server 102 and the user device 104 is established.
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In one implementation, the authentication server 102 may
perform an initial login-based authentication to authenticate
the user. For example, a user may provide his login creden-
tials in order to login to his personal banking profile. The
login credentials may include, for example, a user identifier
(ID) and a password. Based on the login credentials pro-
vided by the user, the authentication server 102 validate the
identity of the user based on comparing the login credentials
provided by the users with pre-stored login credentials. If the
comparison indicates a match, the authentication server 102
allows a user to login to his personal banking profile.

In order to carry out secure data exchange of sensitive
data, for example, one time passwords, or other business
transaction details, the visual signal generation module 108
of the authentication server 102 encrypts the sensitive data
to generate a visual flashing code 240. The visual flashing
code 240, thus, generated contains the encrypted sensitive
data in the form of a visual stimulus. The visual signal
generation module 108 may generate the visual flashing
code 240 in various predefined patterns. The predefined
patterns may include, but not limited to, a checkerboard
pattern, black and white stripes pattern, or alpha-numeric
keyboard pattern. FIGS. 256-2d illustrates examples of the
visual flashing code 240, according to an embodiment of the
present subject matter. Specifically, FIG. 26 depicts an
alpha-numeric keyboard pattern of the visual flashing code
240, FIG. 2c¢ depicts black and white stripes pattern, and 2d
depicts a checkerboard pattern of the visual flashing code
240.

Different patterns may flicker or flashes at varied fre-
quency levels. In one implementation, a same pattern may
flicker at different frequency levels. The visual signal gen-
eration module 108 transmits the visual flashing code 240 to
a user device 104. In one implementation, a sequence of
visual flashing codes 240 may be transmitted to the user
device 104, depending upon the volume of the data to be
transmitted.

The transmitted visual flashing code 240 is received at the
user device 104, a user viewing the visual flashing code may
connect the EEG device and the biometric device(s) to the
user device 104. As described previously, real-time biomet-
ric data of the user is obtained by the biometric device. The
biometric data may contain physical or behavioural traits of
the user. For example, an ECG based biometric device
measures heartbeat or an ECG profile of the user, and/or a
fingerprint sensor captures fingerprints of the user On the
other hand, the EEG device measures the brain activity of
the user viewing the visual flashing code 240. As described
previously, the visual flashing code 240 acts as a visual
stimulus that flickers or flashes at varied frequency levels. In
response to such a visual stimulus, a brain activity is
recorded by the EEG device as the EEG data. The EEG
device as described herein can be in the form a head band
which can be connected to the user device 104, such as a
desktop, mobile phone, etc either by a wired connection or
a wireless connection.

The real-time biometric data obtained from the biometric
device is received by a comparison module 242 of the
authentication server 102 based on which the user is authen-
ticated. For example, the comparison module 242 compares
the real-time biometric data with the pre-stored biometric
data 244 of the user stored within the repository associated
with the authentication server 102. If the comparison results
in a match, the user is authenticated, and comparison module
242 allows the user to decrypt the sensitive data contained
in the visual flashing code 240. In one implementation, the
comparison module 242 transmits authentication instruc-
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tions to the user device 104. The authentication instructions
may indicate whether the user is authenticated or not.

Based on the authentication or upon receiving the authen-
tication instructions, a visual signal decoding module 110 of
the user device 104 decrypt the sensitive data contained in
the visual flashing code 240. For decryption, the visual
signal decoding module 110 extract feature parameters from
the EEG data. The extract feature parameters may be in form
of an EEG graph depicting the relationship between the
amplitude of the electrical signal and the frequency of the
visual flashing code 240. The frequency of the visual flash-
ing code 240 corresponding to which maximum amplitude is
generated, is picked up, and compared with a look up table.
The look up table as referred herein includes a list of
frequency value corresponding to alphanumeric characters.
Thus, based on the frequency levels, corresponding alpha-
numeric characters are picked up to decrypt the encrypted
sensitive data. The visual signal decoding module 110 may
display the decrypted data on the user device 104. In
applications, such as online banking where the decrypted
sensitive data is a password, the visual signal decoding
module 110 may be configured to fill the decrypted data on
the online banking website so that the user will be auto-
matically logged-in to carry out the transactions.

FIGS. 3-4 illustrate methods 300 and 400 for secure data
communication, in accordance with an embodiment of the
present subject matter. The methods 300 and 400 may be
described in the general context of computer instructions can
include routines, programs, objects, components, data struc-
tures, procedures, modules, functions, etc., that perform
particular functions or implement particular abstract data
types. The methods 300 and 400 may also be practiced in a
distributed computing environment where functions or
implement particular abstract data types. The methods 300
and 400 may also be practiced in a distributed computing
environment where functions are performed by remote pro-
cessing devices that are linked through a network. In a
distributed computing environment, computer executable
instructions may be located in both local and remote com-
puter storage media, including memory storage devices.

The order in which the methods 300 and 400 are described
is not intended to be construed as a limitation, and any
number of the described method blocks can be combined in
any order to implement the methods 300 and 400, or an
alternative methods. Additionally, individual blocks may be
deleted from the methods 300 and 400 without departing
from the spirit and scope of the subject matter described
herein. Furthermore, the methods 300 and 400 can be
implemented in any suitable hardware, software, firmware,
or combination thereof.

Referring to FIG. 3, the method 300 initiates at block 302,
which involves generating a visual flashing code 240 con-
taining encrypted data, wherein the visual flashing code 240
is transmitted to a user on a user device 104. The data
referred herein may be sensitive data, such as a one time
password, which is to be transmitted to the user. In one
implementation, visual signal generation module 108 gen-
erates the visual flashing code 240 using a conventionally
known visual code generation method.

At block 304, a real time biometric data of the user is
received from the user device 104 with the help of biometric
device(s), such as a fingerprint sensor, and/or an electrocar-
diogram (ECG) device connected to the user device 104
through a wired or a wireless connection. In one implemen-
tation, the comparison module 242 receives the real time
biometric data 212.
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At block 306, the user is authenticated based on the real
time biometric data. For example, the real time biometric
data is compared with a pre-stored biometric data 244. If the
result of the comparison indicates a match, the user is
authenticated. In one implementation, the comparison mod-
ule 242 authenticates the user by comparing real time
biometric data 212 received from the user device 104 with
the pre-stored biometric data 244 in the authentication server
102.

At block 308, the user is allowed to decrypt the encrypted
sensitive data contained in the visual flashing code based on
the authentication. For example, if the user is authenticated,
the comparison module 242 may transmit an authentication
instructions indicating that a user is authenticated and thus
allowed to decrypt the sensitive data.

Referring to FIG. 4, the method 400 initiates at block 402,
where a visual flashing code 240 containing encrypted data
is obtained from the user device 104. The visual signal
decoding module 110, for example, receives the visual
flashing code 240 containing the encrypted data. The data
may include, for example, one time passwords (OTPs).

At block 404, the encrypted data contained in the visual
flashing code 240 is decrypted based on EEG data received
from an EEG device. The EEG data may contain brain
signals indicative of brain activity of the user in response to
viewing the visual flashing code 240. In one implementa-
tion, the visual signal decoding module 110 decrypts the
encrypted data contained in the visual flashing code 240
based on the EEG data.

At block 406, the decrypted data is displayed to the user.
The visual signal decoding module 110 may display the data
to the user on the user device 104. In applications, such as
online banking, e-commerce sites, where the data may be
passwords or debit/credit card details, the decrypted data is
not displayed to the user, rather the user can be automatically
logged in subsequent to the decryption, thereby allowing the
user to carry out the transactions.

Although embodiments for the secure data communica-
tion have been described in language specific to structural
features and/or methods, it is to be understood that the
invention is not necessarily limited to the specific features or
methods described. Rather, the specific features and meth-
ods are disclosed as exemplary implementations for the
secure data communication over the network.

We claim:
1. A method for secure data communication over a net-
work, the method comprising:

generating, from an authentication server, a visual flash-
ing code containing encrypted data, wherein the visual
flashing code is transmitted to a user on a user device;

obtaining real time biometric data of the user from at least
one biometric device connected to the user device;

authenticating the user based on the real time biometric
data; and

allowing, based upon the user biometric authentication by
the server, the user device to decrypt the encrypted data
contained in the visual flashing code based on Electro-
encephalogram (EEG) data comprising brain signals
indicative of brain activity of the user corresponding to
the visual flashing code.

2. The method as claimed in claim 1, wherein the method

further comprising:

receiving login-credentials of the user from the user
device; and

comparing the login-credential of the user with pre-stored
login credentials to validate identity of the user.
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3. The method as claimed in claim 1, wherein the visual
flashing code is generated in a predefined pattern.

4. The method as claimed in claim 3, wherein the pre-
defined pattern is one of a checkerboard pattern, a black and
white stripes pattern, and an alpha-numeric keyboard pat-
tern.

5. The method as claimed in claim 1, wherein the authen-
ticating comprises comparing the real time biometric data
with pre-stored biometric data of the user.

6. A method for secure data communication over a net-
work, the method comprising:

obtaining, at a user device, a visual flashing code con-

taining encrypted data from an authentication server;
and

decrypting, based on a real time biometric authentication

of a user by the server, the encrypted data based on
Electroencephalogram (EEG) data comprising brain
signals indicative of brain activity of the user corre-
sponding to the visual flashing code.

7. The method as claimed in claim 6, wherein the method
further comprises displaying decrypted data on a user
device.

8. The method as claimed in claim 6, wherein the method
further comprises receiving the EEG data from an EEG
device connected to a user device.

9. The method as claimed in claim 8, wherein the method
further comprising comparing the EEG data with a look-up
table to decrypt the encrypted data.

10. A user device for secure data communication over a
network, wherein the user device comprising:

a device processor; and

a device memory coupled to the device processor, the

device memory comprising:

a visual signal decoding module configured to:

obtain a visual flashing code from an authentication

server, wherein the visual flashing code comprises
encrypted data; and

decrypt, upon a real time biometric authentication of a

user by the server, an encrypted data based on electro-
encephalogram (EEG) data of the user corresponding to
the visual flashing code, wherein the EEG data, com-
prising brain signals indicative of brain activity of the
user corresponding to the visual flashing code, is
obtained from an EEG device connected to the user
device.

11. The user device as claimed in claim 10, wherein the
EEG data comprises brain signals indicative of brain activity
of the user in response to viewing the visual flashing code.

12. An authentication server comprising:

a server processor; and

a server memory coupled to the server processor, the

server memory comprising:

a visual signal generation module configured to generate

a visual flashing code containing encrypting data to be
transmitted to a user over a network; and

a comparison module configured to:

obtain real time biometric data of the user from at least

one biometric device connected to a user device;
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compare the real time biometric data with a pre-stored
biometric data of the user to authenticate the user; and

allow, based upon the user biometric authentication, the
user device to decrypt encrypted data contained in the
visual flashing code based on electroencephalogram
(EEG) data comprising brain signals indicative of brain
activity of the user corresponding to the visual flashing
code.

13. The authentication server as claimed in claim 12,
wherein the at least one biometric device is any one of a
fingerprint sensor, and an Electrocardiogram (ECG) device.

14. A non-transitory computer-readable medium having
embodied thereon a computer program for executing a
method comprising:

obtaining, at a user device, a visual flashing code con-

taining encrypted data from an authentication server;
and

decrypting, based on a real time biometric authentication

of a user by the server, the encrypted data based on
Electroencephalogram (EEG) data comprising brain
signals indicative of brain activity of the user corre-
sponding to the visual flashing code.

15. The computer-readable medium as claimed in claim
14, wherein the method further comprises displaying
decrypted data on a user device.

16. The computer-readable medium as claimed in claim
14, wherein the method further comprising comparing the
EEG data with a look-up table to decrypt the encrypted data.

17. A non-transitory computer-readable medium having
embodied thereon a computer program for executing a
method comprising:

generating a visual flashing code containing encrypted

data, wherein the visual flashing code is transmitted to
a user on a user device from an authentication server;
obtaining real time biometric data of the user from at least
one biometric device connected to the user device;
authenticating the user based on the real time biometric
data; and

allowing, based upon the user biometric authentication by

the server, the user device to decrypt the encrypted data
contained m the visual flashing code based on Electro-
encephalogram (EEG) data comprising brain signals
indicative of brain activity of the user corresponding to
the visual flashing code.

18. The computer-readable medium as claimed in claim
17, wherein the method further comprising:

receiving login-credentials of the user from the user

device; and

comparing the login-credential of the user with pre-stored

login credentials to validate identity of the user.

19. The computer-readable medium as claimed in claim
17, wherein the visual flashing code is generated in a
predefined pattern, the predefined pattern being one of a
checkerboard pattern, a black and white stripes pattern, and
an alpha-numeric keyboard pattern.

20. The method as claimed in claim 17, wherein the
authenticating comprises comparing the real time biometric
data with pre-stored biometric data of the user.
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